**Lab Exercise 1 - Exploring the Search Command in Splunk**

**Objective**

In this lab exercise, you will learn how to use Splunk's powerful **search command** to retrieve and analyze data. This command is foundational to working with Splunk and is used in most queries.

**Objectives**

1. Understand the basic syntax of the search command.
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1. Perform searches with filtering, fields, and keyword-based queries.
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1. Use operators and wildcards to refine your search.

![](data:image/png;base64,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)![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAE4AAAADCAMAAAAKssmdAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAASUExURecSI+YSI+cSJOcRI+cRJAAAAPe3IkIAAAAGdFJOU///////ALO/pL8AAAAJcEhZcwAADsMAAA7DAcdvqGQAAAARSURBVBhXY2CmKhjMxjEzAwBF7wK/p7PG2AAAAABJRU5ErkJggg==)

1. Generate meaningful insights using Splunk queries.
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**Pre-requisites**

* Access to a Splunk instance (cloud or local installation).
* Data indexed in Splunk (e.g., web server logs, security logs, or any sample dataset).

**Lab Steps**

**Step 1: Access Splunk**

1. Log in to your Splunk Web interface.
2. Navigate to the **Search & Reporting** app.

**Step 2: Basic Search**

1. Run a basic search query:

index=\_internal

* + **Objective**: Retrieve all data from the \_internal index.
  + **Observation**: Notice the timestamps, host, source, and sourcetype fields.

1. Search for a specific keyword:

index=\_internal error

* + **Objective**: Find logs containing the word "error".
  + **Observation**: Logs are filtered based on the keyword.

**Step 3: Field Filtering**

1. Search with a specific field and value:

index=\_internal source="/opt/splunk/var/log/splunk/splunkd.log"

* + **Objective**: Filter results for a specific source field.
  + **Observation**: Logs from the specified source are displayed.

1. Search with multiple field-value pairs:

index=\_internal sourcetype=splunkd log\_level=ERROR

* + **Objective**: Filter results based on sourcetype and log\_level.
  + **Observation**: Only error logs from splunkd are displayed.

**Step 4: Use Wildcards and Comparison Operators**

1. Use a wildcard to match partial values:

index=\_internal source="/opt/splunk/\*"

* + **Objective**: Find all logs from sources starting with /opt/splunk/.

1. Use comparison operators:

index=\_internal duration<1

* + **Objective**: Retrieve logs where the duration field is greater than 5.

**Step 5: Logical Operators**

1. Combine conditions with AND:

index=\_internal sourcetype=splunkd AND log\_level=INFO

* + **Objective**: Retrieve logs that meet both conditions.

1. Use OR for multiple conditions:

index=\_internal sourcetype=splunkd OR sourcetype=access\_combined

* + **Objective**: Retrieve logs matching either sourcetype.

1. Exclude results with NOT:

index=\_internal NOT log\_level=DEBUG

* + **Objective**: Retrieve all logs except debug-level logs.

**Step 6: Time Range Filtering**

1. Search logs within a specific time range:

index=\_internal earliest=-15m@m latest=now

* + **Objective**: Retrieve logs from the last 15 minutes.
  + **Syntax**:
    - earliest: Starting time for the query.
    - latest: Ending time for the query.

1. Use relative time modifiers:

index=\_internal earliest=-7d@d

* + **Objective**: Retrieve logs from the last 7 days starting from midnight.

**Step 7: Display Specific Fields**

1. Use table to display specific fields:

index=\_internal | table \_time source host

* + **Objective**: Display only the \_time, source, and host fields in the output.

1. Use fields to include or exclude fields:

index=\_internal | fields + \_time source

* + **Objective**: Include only the \_time and source fields.

index=\_internal | fields - log\_level

* + **Objective**: Exclude the log\_level field.

**Step 8: Aggregations and Insights**

1. Count the number of events:

index=\_internal | stats count

* + **Objective**: Get the total number of events in the index.

1. Group and count by a field:

index=\_internal | stats count by sourcetype

* + **Objective**: Count the number of events for each sourcetype.

1. Find the top 5 sources:

index=\_internal | top source limit=5

* + **Objective**: List the top 5 sources with the highest event count.

**Step 9: Create a Visualization**

1. Search and generate a chart:

index=\_internal | timechart count by sourcetype

* + **Objective**: Create a time-based chart showing event counts by sourcetype.

1. Save the search:
   * Click **Save As** > **Report** or **Dashboard Panel**.

This lab introduces you to foundational Splunk search techniques, which you can build upon for more advanced analyses like anomaly detection and correlation searches.